Requesting Protected Data Access

Each person requesting new access to student information in Banner will need to initially acknowledge their
understanding of protected data. This must occur before submittingthe Administrative Systems Access

request.

To get started, the individual initiates this acknowledgement by following these steps.

Log on to TUportal and select ‘Protected Data Access Tracking’ from the left hand channel
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This link connects to the ‘Protected Data Access Tracking’ page. Select ‘Create New’.
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Afterreading the policiesand agreeingto the rules, select Approver, then ‘Personally Identifiable Information
(P11)’,then ALL Systems. Agree to upholdthe policies. Thisrequestisthen sent to the supervisorfor approval.
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> I understand that in performing my dubes for Temple University, I may have access to confidential data including, but not limitad to, proprietary business it

personal confidential information related to other employees, students, applicants and alumni. This includes information viewed on-line, in print, in other m
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« Other state and intemational regulations regarding breach notification as amended or supersaded from time to time.

I understand that if I misuse or otherwise improperly disclose confidential information I will be subject to disciplinary action, up to and including discharge ¢
with Temple University, I agree to read and abide by the following policies:

» Technology and Softvare Usage, policy 'rt»« 04.71.11
o Identity Theft Prevenbion Program 05.2!
o Credit Card Handling and Acceptance ;dvc, 05.20.17

I agree to immediately notify my supervisor or the Human Resources Department if I am asked to disclose confidential information to any person who does
obtaining such information or am otherwise aware of other individuals who have disclosed confidential information in violation of this policy. I understand t
policy may result in disciplinary action, up to and induding discharge from employment.
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